
 

4.1.4 Pre-Qualification Criteria 

 

(i) The agency must have office in New Delhi/NCR. (Documentary proof: Electricity Bill, Lease 

agreement, sale deed, RoC). Startup is allowed to prove its office anywhere in India. 

 

(ii) The agency must have been in this particular business for the last 3 years. (Documentary 

proof: work order/agreement/client certificate for the work executed in each of last three 

years). Startup are exempted for submission of work experience, however suitable 

certificate specifying the bidder is startup is essential. 

 

(iii) The agency must have a total turnover of Rs. 10 Crore in the last 3 years from training cyber 

security & forensic. (Documentary proof: Certificate from the statuary auditors clearly 

specifying the details as required) Startup are exempted for submission of turnover details, 

however suitable certificate specifying the bidder is startup is essential. 

 

(iv) The agency must have an experience of imparting training in cyber security and forensic to a 

minimum of 10000 (ten thousand) participants (Documentary proof: Certificate from the 

client organization clearly specifying the relevant experience in imparting training) Startup 

are exempted for submission of numbers, however suitable certificate specifying that the 

bidder is active in cyber security and forensic training is essential. 

 

 



 
 

4.1.5 Pre-Qualification Criteria – Cont. 

 

Apart from the general conditions and eligibility criteria listed above, the bidders who meet the 

following qualification criteria need only apply. The bidder shall fulfill all of the following criteria 

independently on the date of submission of proposal or as specified in the criteria: 

 

S. No Eligibility Criteria Compliance 

(Yes/No) 

Remarks/Supporting 

Documents 

1 The bidder/agency should be a Proprietorship 

Concern/Company registered under Indian 

Company Act, 1956/Firm registered under The 

Partnership Act 1932/Society registered under 

Societies Act, 1860/Autonomous bodies or any 

other venture not covered above and in similar 

business for the last three years as on 31st 

March 2020. 

 Copy of valid Certificate of 

Incorporation or firms’ 

registration attested by 

Authorized Signatory  

2 The bidder/agency should not be blacklisted by 

any Central Government/State Government/ 

PSU/Government Bodies/Autonomous Bodies/ 

Private Sector. Should not have been found 

guilty of any criminal offence by any court of law 

in India or abroad 

 Undertaking on Company 

Letterhead with Company 

Seal and signature of 

authorized person 

3 The bidder/agency and its directors and officers 

should not have been convicted of any criminal 

offence related to their professional conduct or 

the making of false statement or 

misrepresentations as to their qualifications to 

enter into procurement contract disqualified 

pursuant to debarment proceedings 

 Undertaking on Company 

Letterhead with Company 

Seal and signature of 

authorized person 

4 The bidder/agency should not have a conflict of 

interest in the procurement in question as 

specified in the EOI documents. Comply with the 

code of integrity as specified in the bidding 

Document 

 Undertaking on Company 

Letterhead with Company 

Seal and signature of 

authorized person 

7 The bidder/agency must be accredited with any 

National body in Cyber security training and skill 

development.  

 Certificate of 

accreditation attested by 

Authorized Signatory 

9 The bidder/agency to provide the list of clients 

who use its services. 

 List with name of client, 

authorized representative 

and contact details 

 

 

 

 

 

 


